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  	Max CVSS	5.0	Min CVSS	5.0	Total Count	2


  		ID	CVSS	Summary	Last (major) update	Published
	
          
            
          
        	
          CVE-2012-5373
          
        	
          5.0
        	
          
            Oracle Java SE 7 and earlier, and OpenJDK 7 and earlier, computes hash values without properly restricting the ability to trigger hash collisions predictably, which allows context-dependent attackers to cause a denial of service (CPU consumption) via
          

        	
          29-08-2017 - 01:32
        	
          28-11-2012 - 13:03
        
	
          
            
          
        	
          CVE-2012-5371
          
        	
          5.0
        	
          
            Ruby (aka CRuby) 1.9 before 1.9.3-p327 and 2.0 before r37575 computes hash values without properly restricting the ability to trigger hash collisions predictably, which allows context-dependent attackers to cause a denial of service (CPU consumption)
          

        	
          29-08-2017 - 01:32
        	
          28-11-2012 - 13:03
        
	
          
            
          
        	
          CVE-2012-5370
          
        	
          5.0
        	
          
            JRuby computes hash values without properly restricting the ability to trigger hash collisions predictably, which allows context-dependent attackers to cause a denial of service (CPU consumption) via crafted input to an application that maintains a h
          

        	
          18-01-2015 - 02:59
        	
          28-11-2012 - 13:03
        
	
          
            
          
        	
          CVE-2012-5372
          
        	
          5.0
        	
          
            Rubinius computes hash values without properly restricting the ability to trigger hash collisions predictably, which allows context-dependent attackers to cause a denial of service (CPU consumption) via crafted input to an application that maintains 
          

        	
          26-02-2013 - 04:51
        	
          28-11-2012 - 13:03
        
	
          
            
          
        	
          CVE-2012-6051
          
        	
          5.0
        	
          
            Google CityHash computes hash values without properly restricting the ability to trigger hash collisions predictably, which allows context-dependent attackers to cause a denial of service (CPU consumption) via crafted input to an application that mai
          

        	
          29-11-2012 - 05:00
        	
          28-11-2012 - 13:03
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