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  		ID	CVSS	Summary	Last (major) update	Published
	
          
            
          
        	
          CVE-2005-2088
          
        	
          4.3
        	
          
            The Apache HTTP server before 1.3.34, and 2.0.x before 2.0.55, when acting as an HTTP proxy, allows remote attackers to poison the web cache, bypass web application firewall protection, and conduct XSS attacks via an HTTP request with both a "Transfe
          

        	
          09-02-2024 - 02:40
        	
          05-07-2005 - 04:00
        
	
          
            
          
        	
          CVE-2005-2089
          
        	
          4.3
        	
          
            Microsoft IIS 5.0 and 6.0 allows remote attackers to poison the web cache, bypass web application firewall protection, and conduct XSS attacks via an HTTP request with both a "Transfer-Encoding: chunked" header and a Content-Length header, which caus
          

        	
          09-02-2024 - 02:29
        	
          05-07-2005 - 04:00
        
	
          
            
          
        	
          CVE-2005-2090
          
        	
          4.3
        	
          
            Jakarta Tomcat 5.0.19 (Coyote/1.1) and Tomcat 4.1.24 (Coyote/1.0) allows remote attackers to poison the web cache, bypass web application firewall protection, and conduct XSS attacks via an HTTP request with both a "Transfer-Encoding: chunked" header
          

        	
          15-04-2019 - 16:29
        	
          05-07-2005 - 04:00
        
	
          
            
          
        	
          CVE-2005-2092
          
        	
          4.3
        	
          
            BEA Systems WebLogic 8.1 SP1 allows remote attackers to poison the web cache, bypass web application firewall protection, and conduct XSS attacks via an HTTP request with both a "Transfer-Encoding: chunked" header and a Content-Length header, which c
          

        	
          11-07-2017 - 01:32
        	
          05-07-2005 - 04:00
        
	
          
            
          
        	
          CVE-2005-2093
          
        	
          4.3
        	
          
            Oracle 9i Application Server (Oracle9iAS) 9.0.2 allows remote attackers to poison the web cache, bypass web application firewall protection, and conduct XSS attacks via an HTTP request with both a "Transfer-Encoding: chunked" header and a Content-Len
          

        	
          11-07-2017 - 01:32
        	
          05-07-2005 - 04:00
        
	
          
            
          
        	
          CVE-2005-2091
          
        	
          4.3
        	
          
            IBM WebSphere 5.1 and WebSphere 5.0 allows remote attackers to poison the web cache, bypass web application firewall protection, and conduct XSS attacks via an HTTP request with both a "Transfer-Encoding: chunked" header and a Content-Length header, 
          

        	
          11-07-2017 - 01:32
        	
          05-07-2005 - 04:00
        
	
          
            
          
        	
          CVE-2005-2094
          
        	
          4.3
        	
          
            Sun SunONE web server 6.1 SP1 allows remote attackers to poison the web cache, bypass web application firewall protection, and conduct XSS attacks via an HTTP request with both a "Transfer-Encoding: chunked" header and a Content-Length header, which 
          

        	
          11-07-2017 - 01:32
        	
          05-07-2005 - 04:00
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