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  	Max CVSS	9.3	Min CVSS	2.6	Total Count	2


  		ID	CVSS	Summary	Last (major) update	Published
	
          
            
          
        	
          CVE-2006-5229
          
        	
          2.6
        	
          
            OpenSSH portable 4.1 on SUSE Linux, and possibly other platforms and versions, and possibly under limited configurations, allows remote attackers to determine valid usernames via timing discrepancies in which responses take longer for valid usernames
          

        	
          17-10-2018 - 21:41
        	
          10-10-2006 - 23:07
        
	
          
            
          
        	
          CVE-2007-3831
          
        	
          9.3
        	
          
            PHP remote file inclusion in main.php in ISS Proventia Network IPS GX5108 1.3 and GX5008 1.5 allows remote attackers to execute arbitrary PHP code via a URL in the page parameter.
          

        	
          31-10-2012 - 02:39
        	
          17-07-2007 - 21:30
        
	
          
            
          
        	
          CVE-2007-3830
          
        	
          3.5
        	
          
            Cross-site scripting (XSS) vulnerability in alert.php in ISS Proventia Network IPS GX5108 1.3 and GX5008 1.5 allows remote attackers to inject arbitrary web script or HTML via the reminder parameter.
          

        	
          31-10-2012 - 02:39
        	
          17-07-2007 - 21:30
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