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          CVE-2006-2240
          
        	
          5.0
        	
          
            Unspecified vulnerability in the (1) web cache or (2) web proxy in Fujitsu NetShelter/FW allows remote attackers to cause a denial of service (device unresponsiveness) via certain DNS packets, as demonstrated by the OUSPG PROTOS DNS test suite. All F
          

        	
          20-07-2017 - 01:31
        	
          09-05-2006 - 10:02
        
	
          
            
          
        	
          CVE-2006-2076
          
        	
          5.0
        	
          
            Memory leak in Paul Rombouts pdnsd before 1.2.4 allows remote attackers to cause a denial of service (memory consumption) via a DNS query with an unsupported (1) QTYPE or (2) QCLASS, as demonstrated by the OUSPG PROTOS DNS test suite.
          

        	
          20-07-2017 - 01:31
        	
          27-04-2006 - 22:03
        
	
          
            
          
        	
          CVE-2006-2075
          
        	
          5.0
        	
          
            Unspecified vulnerability in MyDNS 1.1.0 allows remote attackers to cause a denial of service via a crafted DNS message, aka "Query-of-death," as demonstrated by the OUSPG PROTOS DNS test suite.
          

        	
          20-07-2017 - 01:31
        	
          27-04-2006 - 22:03
        
	
          
            
          
        	
          CVE-2006-2072
          
        	
          5.0
        	
          
            Multiple unspecified vulnerabilities in DeleGate 9.x before 9.0.6 and 8.x before 8.11.6 allow remote attackers to cause a denial of service via crafted DNS responses messages that cause (1) a buffer over-read or (2) infinite recursion, which can trig
          

        	
          20-07-2017 - 01:31
        	
          27-04-2006 - 22:02
        
	
          
            
          
        	
          CVE-2006-2074
          
        	
          10.0
        	
          
            Unspecified vulnerability in Juniper Networks JUNOSe E-series routers before 7-1-1 has unknown impact and remote attack vectors related to the DNS "client code," as demonstrated by the OUSPG PROTOS DNS test suite.
          

        	
          20-07-2017 - 01:31
        	
          27-04-2006 - 22:02
        
	
          
            
          
        	
          CVE-2006-2078
          
        	
          7.8
        	
          
            Multiple unspecified vulnerabilities in multiple FITELnet products, including FITELnet-F40, F80, F100, F120, F1000, and E20/E30, allow remote attackers to cause a denial of service via crafted DNS messages that trigger errors in (1) ProxyDNS or (2) P
          

        	
          20-07-2017 - 01:31
        	
          27-04-2006 - 22:03
        
	
          
            
          
        	
          CVE-2006-2073
          
        	
          5.0
        	
          
            Unspecified vulnerability in ISC BIND allows remote attackers to cause a denial of service via a crafted DNS message with a "broken" TSIG, as demonstrated by the OUSPG PROTOS DNS test suite.
          

        	
          20-07-2017 - 01:31
        	
          27-04-2006 - 22:02
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