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  	Max CVSS	7.2	Min CVSS	3.6	Total Count	2


  		ID	CVSS	Summary	Last (major) update	Published
	
          
            
          
        	
          CVE-2019-13103
          
        	
          3.6
        	
          
            A crafted self-referential DOS partition table will cause all Das U-Boot versions through 2019.07-rc4 to infinitely recurse, causing the stack to grow infinitely and eventually either crash or overwrite other data.
          

        	
          24-08-2020 - 17:37
        	
          29-07-2019 - 15:15
        
	
          
            
          
        	
          CVE-2018-18440
          
        	
          7.2
        	
          
            DENX U-Boot through 2018.09-rc1 has a locally exploitable buffer overflow via a crafted kernel image because filesystem loading is mishandled.
          

        	
          10-12-2019 - 14:15
        	
          20-11-2018 - 19:29
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