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          CVE-2018-5391
          
        	
          7.8
        	
          
            The Linux kernel, versions 3.9+, is vulnerable to a denial of service attack with low rates of specially modified packets targeting IP fragment re-assembly. An attacker may cause a denial of service condition by sending specially crafted IP fragments
          

        	
          28-12-2022 - 18:07
        	
          06-09-2018 - 21:29
        
	
          
            
          
        	
          CVE-2018-5390
          
        	
          7.8
        	
          
            Linux kernel versions 4.9+ can be forced to make very expensive calls to tcp_collapse_ofo_queue() and tcp_prune_ofo_queue() for every incoming packet which can lead to a denial of service.
          

        	
          18-09-2020 - 16:14
        	
          06-08-2018 - 20:29
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