
    
      
                  
          
          
            

  
    [image: ]
  

  
    	Recent CVE
	Browse CVE per vendor
	Browse CWEs
	
        
          
            
            
              
            
          

        

      

	About
      


    
  




          
          
          
          
          
          
          

          
          
          
            
  
  	Home
	CVEs with refmap.confirm==https://cert-portal.siemens.com/productcert/pdf/ssa-344983.pdf


  	Max CVSS	3.3	Min CVSS	3.3	Total Count	2


  		ID	CVSS	Summary	Last (major) update	Published
	
          
            
          
        	
          CVE-2018-14526
          
        	
          3.3
        	
          
            An issue was discovered in rsn_supp/wpa.c in wpa_supplicant 2.0 through 2.6. Under certain conditions, the integrity of EAPOL-Key messages is not checked, leading to a decryption oracle. An attacker within range of the Access Point and client can abu
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