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  	Max CVSS	4.7	Min CVSS	2.1	Total Count	2


  		ID	CVSS	Summary	Last (major) update	Published
	
          
            
          
        	
          CVE-2018-3639
          
        	
          2.1
        	
          
            Systems with microprocessors utilizing speculative execution and speculative execution of memory reads before the addresses of all prior memory writes are known may allow unauthorized disclosure of information to an attacker with local user access vi
          

        	
          13-08-2021 - 15:26
        	
          22-05-2018 - 12:29
        
	
          
            
          
        	
          CVE-2018-3640
          
        	
          4.7
        	
          
            Systems with microprocessors utilizing speculative execution and that perform speculative reads of system registers may allow unauthorized disclosure of system parameters to an attacker with local user access via a side-channel analysis, aka Rogue Sy
          

        	
          24-08-2020 - 17:37
        	
          22-05-2018 - 12:29
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