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  	Max CVSS	7.5	Min CVSS	2.6	Total Count	2


  		ID	CVSS	Summary	Last (major) update	Published
	
          
            
          
        	
          CVE-2005-1790
          
        	
          2.6
        	
          
            Microsoft Internet Explorer 6 SP2 6.0.2900.2180 and 6.0.2800.1106, and earlier versions, allows remote attackers to cause a denial of service (crash) and execute arbitrary code via a Javascript BODY onload event that calls the window function, aka "M
          

        	
          23-07-2021 - 15:04
        	
          01-06-2005 - 04:00
        
	
          
            
          
        	
          CVE-2005-2830
          
        	
          5.0
        	
          
            Microsoft Internet Explorer 5.01, 5.5, and 6, when using an HTTPS proxy server that requires Basic Authentication, sends URLs in cleartext, which allows remote attackers to obtain sensitive information, aka "HTTPS Proxy Vulnerability."
          

        	
          23-07-2021 - 12:55
        	
          14-12-2005 - 11:03
        
	
          
            
          
        	
          CVE-2005-2831
          
        	
          7.5
        	
          
            Microsoft Internet Explorer 5.01, 5.5, and 6 allows remote attackers to cause a denial of service (application crash) and possibly execute arbitrary code via a web page with embedded CLSIDs that reference certain COM objects that are not intended for
          

        	
          23-07-2021 - 12:55
        	
          14-12-2005 - 11:03
        
	
          
            
          
        	
          CVE-2005-2829
          
        	
          5.1
        	
          
            Multiple design errors in Microsoft Internet Explorer 5.01, 5.5, and 6 allow user-assisted attackers to execute arbitrary code by (1) overlaying a malicious new window above a file download box, then (2) using a keyboard shortcut and delaying the dis
          

        	
          23-07-2021 - 12:55
        	
          14-12-2005 - 11:03
        
	
          
            
          
        	
          CVE-2005-2827
          
        	
          7.2
        	
          
            The thread termination routine in the kernel for Windows NT 4.0 and 2000 (NTOSKRNL.EXE) allows local users to modify kernel memory and execution flow via steps in which a terminating thread causes Asynchronous Procedure Call (APC) entries to free the
          

        	
          30-04-2019 - 14:27
        	
          14-12-2005 - 01:03
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